\, Digital
o Sima

H Digital SIMA A.E. uc duvapikh napoucia kal uynAn €€sidikeuon otTnv aopAAsia NANPOPOPIAKWV
ouoTnudaTtwy, Ta dikTua KAl TIG unodopeg cloud, oTo NAaiolo TNG avanTuéng Twv dpacTNPIOTATWY TNG
enOupei va npooAdaBer:

PENETRATION TESTER

O/H unown®@ioc/a 6a CUUHUETEXEI O €pyad aoPAAElag yia NEAATEG TNG €TAIPEIAG, HE
KUPIEG ApHODIOTNTEG:

Mepiypa®pn Oéong:

YAonoinon External & Internal Penetration Tests

YAonoinon External & Internal Vulnerability Assessments

YAonoinon Web Application Penetration Tests Baosi OWASP

SUMHETOXN OTNn oUVTAEN TEXVIKWV ava@opwVv (reports) kal napouciacn sUpnUATWYV
Suvepyaoia Pe TNV opdada acPaleiag yia BeATiwon HeBodoAoyIwV Kal EpYAAEiwV

AnapaiTnTa npooovra:

MNTuxio MANPOQPOPIKNAC I ouva@oUc avTIKEINEVOU

MpoUnnpeoia TouAhaxioTov 1 €Toug oe Penetration Testing

MoAU kaAn yvwon AyyAIKoV.

Baoikn yvwon epyaieiwv (n.x. Burp Suite, Nessus, Metasploit)

KaAn katavonon SIKTUWYV, ASITOUPYIK®WV CUOTNHUATWY KAl web TexvoAoyiwv

EmOupnTa npooovra:

¢ T[lioTOMNOINCEIC OXETIKEC YE penetration testing.
e [lioTONOINOEIC cybersecurity r avTioToixn eknaidsuon
e [vwon scripting (n.x. Python, Bash) 8a BswpnBsi nAsovEKTNUA

Mpoownika XapakTnPIoTIKA:

e [lpoofAwaon oTn €MNITEVUEN NOIOTIKWV KAl XPOVIK®V OTOXWV.
e AvVanTUYMEVEC IKAVOTNTEG ENIKOIVWVIAG, eUeAIEiac, avTiAnwng Kal cuvepyaaiag.

NMpoo@épovTai:
e AVTaywVvIoTIKO NakéTo anodoxwv Kal Bonus avaAoywc npoaovTwy.
o [1pOONTIKEG ENAYYEANATIKNAG €EENIENC.
e Epyacia oe nepiBaAAov pe uwnAn €Ecidikeuan.
e [poypaupaTta Eknaidsuong kal MoTtonoifoewy.

O1 evdiapepopevol napakaAouvTal va anoaTeilouv Ta Bioypagikd Toug,
avagepovTac Tov kwdikd Security_Penetration, oto e-mail:hr@digitalsima.gr
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